CMS User Manual

Thanks for purchasing our products. If you have any doubt or request for our products, please
feel free to contact us. The manual is for the video central management system. We keep all
the rights to update the manual regarding to the changes or enhancement of the product
function. And we will also improve and update the software described in the manual regularly.
The details of updates will be added into the new manual without prior notice. The manual is to
offer the guide to users only. Please take the actual product as standard.
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1. System Summary

1.1 System Introduction

This CMS is the latest video central management system, which is designed and developed by
our company. It is the updated version based on the old version. Comparing to the old version,
This CMS integrates all the advantages of the old CMS and IPClient software and improves
upon stability and usability. This software improve the functions of image slide show, remote
playback, circulate record and compatibility of other brand products, besides the user familiar
functions of plug and play, floating window and MP4 recording.

1.2 Function Features

1) Device Management: search, add, delete device, and device grouping and so on;

2) Image Layout: drag window, floating window, image slide show and multiple display output;
3) Channel Recording: normal, timing, alarm record with mp4 format;

4) Image Adjust: stream, frame rate, bit rate, lightness, contrast and so on;

5) Alarm Linkage: alarm record, alarm snapshot, alarm sound and alarm email;

6) Record Playback: remote playback, timeline playback, fast forward, snapshot, video clip

and so on.

1.3 Operation Environment

O/S: Windows 8/ Windows 7/ Windows XP/ Windows 2003
Monitoring Host Computer Recommended Configuration Table:

Recommended Intel CPU Recommended AMD CPU Memory HDD

4 Pentium G620 AB-5400+ 1G 1T
9 Pentium G620 AB-5400+ 2G 2T
16 Pentium G620 AB-5400+ 2G 4T
24 i3-3220 + HD6570 graphics A6-3500 + HD6570 graphics 4G 6T
30 i5-3470 + HD6570 graphics | A8-5600K + HD6570 graphics 4G 8T
36 i7-4770 + HD6570 graphics | A10-5800K + HD6570 graphics 4G 10T

Note: The HDD capacity is calculated depending on video recorded for 10 days.
Old Monitoring Host Computer Recommended Configuration Table:
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Channel

Number
1 Intel Celeron D series, AMD Athlon 2800+ and so on
4 Intel Pentium D series, Pentium E21xx series, AMD Athlon 5000+ and so on
9 Intel Pentium E5x00 series, Athlon Il X2 250 and so on
16 Intel Pentium E6x00 series, Athlon 1l X4 640 and so on

2. System Function Introduction

Main Interface Introduction: JNVR software main interface has up and down structures. The up
area is the video display area, and the down area is the shortcut function area as follows.
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Right-click Menu Introduction: It includes 6 categories and 13 functions.



Start Recording
Snapshot
Open Audio

Remote Config...
Remote Desktop...
Remote Playback...

Modify Channel...
Disconnect

Disconnect All

Tour
Pop-up Screen

About System...

2.1 Devices

2.1.1 Search Device

Functionality Instruction: Search and find the IP Camera subject to the conditions through filter.
Operation Step:

1. Click [Devices] button in the shot cut menu at the bottom of main interface to open the
device management interface as follows.

Devices Management

Vendor Al - Device Type:  [Al - Devices Group: New Group Modify Delete
NO. |Alias nvsip D P Network Status - # Device List

1 xmdevice XM319062294 192.168.16.43  Very Good |

2 xmdevice XM302653881 192.168.1663  Very Good I

3 xmdevice XM302399228 192.168.16.192  Very Good

4 DHdevice DH2847147334 192.168.1674  Very Good >

5 DHdevice DH283607644¢ 192.168.16.108  Very Good

6  DHdevice DH283636597€ 192.168.16.109  Very Good

7 B13186891 1921681651  Very Good

8 A426543357  192.168.16.143  Very Good

9 BE043745 1921681659  Very Good .

10 A362085854  192.168.1676  Very Good

M 18e_hik 2 B231801447 1921681650  Very Good

12 16m 712 A235863072  192.168.16.253  Very Good

13 KEfS270R A298073533  192.168.16.181  Very Good

14 61_RIB_ME A347137397 1921681657  Very Good -

Search iore Hanuaty. e

2. Click the drop-down list of vendor and Device Type to select the filter condition. The system
will search the device subject to the conditions automatically as follow.



es Management

Vendor: Al - Device Type: Devices Group: New Group Modify Delete
NO. |Alias nvsip D P Network Status | # Device List

1 xmdevice XM319062294 192.168.1643  Very Bad

2 xmdevice XM302653681 192.168.1663  Very Bad 3 >

3 xmdevice XM302399228 192.168.16.192  Very Bad i

4 DHdevice DH2847147334 192.168.1674  Very Bad >

5 DHdevice DH283607644¢ 192.168.16.108  Very Bad

6  DHdevice DH283636597€ 192.168.16.109  Very Bad

7 18ehik2 8231801447 1921681650  VeryBad

8 16mo7i2 A235863072  192.168.16.253  Very Bad

9 Refs270m A298073533 192.168.16.181  Very Bad "

10 61_RE_ME A347137397 1921681657  Very Bad

11 3518E-35347%0R% S6498353¢  192.168.16.122  Very Bad -

12 HDIPC_i 1504 31125213  192.168.16.102 VeryBad

13 16M_0130 A173845765 192.168.16.129  Very Bad

14 HDIPC_1504 A421814929  192168.16.117  Very Bad -

Search More Refresh Manualy. Exit

2.1.2 Device Group

2.1.2.1 Create Group

Functionality Instruction: Used for creating device group in order to manage the device
efficiently.

Operation Step:

1. Click [Devices] button in the shot cut menu at the bottom of main interface to open the
device management interface as follows.

Devices Management

Vendor: Al - DeviceType:  [Al - Devices Group: New Group Modify Delete
NO. |alas nvsip D P Network Status | » # Device List

1 xmdevice XM319062294 192.168.16.43  Very Good |

2 xmdevice XM302653881 192.168.1663  Very Good I >

3 xmdevice XM302399228 192.168.16.192  Very Good

4 DHdevice DH284714733¢ 192.168.1674  Very Good >

5 DHdevice DH283607644¢ 192.168.16.108  Very Good

6  DHdevice DH283636597€ 192.168.16.109  Very Good

7 B13186891 1921681651  Very Good

8 A426543357  192.168.16.143  Very Good

9 BE043745 1921681659  Very Good =

10 A362085854  192.168.1676  Very Good

M 18e_hik2 8231801447 1921681650  Very Good -

12 16m 712 A235863072  192.168.16.253  Very Good

13 KEfS270RE A298073533  192.168.16.181  Very Good

14 B1_RR_IME A347137397 1921681657  Very Good -

Search More Manualy. Exit

2. Click to select the [Device List] as the above image shows, and click [New Group] button.
The system will open Group Management interface as the follows. Input the name of the group.

Group Management
Group Name: Group1

Ok Cancel



3. Click [OK] button in the above interface. The system will add the group name into the root
directory. The group will be successfully created as follows.

Devices Management
Vendor:  [an - DeviceType:  [A1 - Devices Group Wodity Delete

NO. |Alias nvsip D P [Network status | ~ - Device List
1 xmdevice XM319062294 192.168.16.43  Very Good s &Y Groupl
2 xmdevice XW302653881 192.168.1663  Very Good |
3 xmdevice XM302399228 192.168.16.192  Very Good i
4 DHdevice DH2B47147334 192.168.16.74  Very Good
5 DHdevice DH283607644¢ 192.168.16.108  Very Good
6 DHdevice DH283636597€ 192.168.16.109  Very Good
7 B13186891 192.168.16.51 Very Bad
8 A426543357 192.168.16.143  Very Bad
9 BB043745 192.168.16.59 Very Bad %

10 A362285854 192.168.16.76 Very Bad
n 18e_hik_2 B231801447  192.168.16.50 Very Bad -
12 16m8712 A235863072  192.168.16.253  Very Bad
13 hEFE270R A298073533  192.168.16.181  Very Bad
14 G1_RIB FHE  A347137397 192.168.1657  VeryBad -
Search More Refresh Manually Ext

Note: Right click anyone of the groups in the left top device management area of the main
interface. In the pop-up menu, you can also open [Group management] interface by selecting
[Add Group] as follows.

Devices
Device List

Grq
Connect All

Disconnect All

Add Device
Add Group

Devices

2.1.2.2 Modify Group

Functionality Instruction: Used for modifying the name for the device group.

Operation Step:

1. Click to select the group which needs modifying the group name in the Device Management
interface and click [Modify] as follows.

Vendor: Al - Device Type: Al - Devices Group: New Group Delete

NO. |Alias nvsip D P [Network status | ~ = Device List

1 xmdevice XM319062294 192168.16.43  Very Bad 3 EJ;J E“pl
2 xmdevice XM302653881 192.168.1663  Very Bad
3 xmdevice XM302399228 192.168.16.192  Very Bad i
4 DHdevice DH2847147334 192.168.1674  Very Bad >
5 DHdevice DH283607644¢ 192.168.16.108  Very Bad
6 DHdevice DH283636597€ 192.168.16.109  Very Bad
7 B13186891 1921681651  VeryBad
8 A426543357  192.168.16.143  Very Bad
] BE043745 1921681659  VeryBad .
10 A362085854 192168.1676  Very Bad
M 18e_hik 2 B231801447 1921681650  Very Bad -
12 16m 712 A235863072  192.168.16.253  Very Bad
13 hE§s2708 A298073533 192.168.16.181  Very Bad
14 61_RIB_ME A347137397 1921681657  Very Bad -~
Search More Refresh Manualy. Exit

2. Re-input the group name in the Group Management interface as follows.



Group Management
Group Name: Group2

Ok Cancel

3. Click [OK] button in the interface as the above image shows. The root directory will show
the group name after modification as follows. Then the modification finish.

Devices Management
Vendor: Al - Device Type: Al bd Devices Group: New Group Modify Delete

NO. |Alias nvsip D P Network Status | + =-# Device List
1 xmdevice XM319062294 192.168.16.43  Very Bad Y Groupt
= %] Group2
2 xmdevice XW302653881 1921681663  Very Bad >
3 xmdevice XM302399228 192.168.16.192  Very Bad i
4 DHdevice DH2B47147334 192.168.16.74  Very Bad >
5 DHdevice DH283607644¢ 192.168.16.108  Very Bad
6 DHdevice DH283636597€ 192.168.16.109  Very Bad
7 B13186891 192.168.16.51 Very Bad
8 A426543357 192.168.16.143  Very Bad
9 BB043745 192.168.16.59 Very Bad %
10 A362285854 192.168.16.76 Very Bad
n 18e_hik_2 B231801447  192.168.16.50 Very Bad -
12 16m8712 A235863072  192.168.16.253  Very Bad
13 hEFE270R A298073533  192.168.16.181  Very Bad
14 BIRIR JNE  A347137397 192168.1657  VeryBad -
Search More Refresh Wanually Ext

2.1.2.3 Delete Group

Operation Instruction: Used for deleting the group.

Operation Step:

1. Click to select the group which needs delete in the Device Management interface and click
[Delete] button as follows.

Vendor: Al fd Device Type: Al * Devices Group: New Group Modify

NO. |Alias nvsip D P Network Status | ~ = Device List
1 xmdevice XM319062294 192.168.16.43  Very Bad A Groupt
E ] Group2

2 xmdevice XM302653881 192.168.1663  Very Bad | 1] nvR]

3 xmdevice XM302399228 192.168.16.192  Very Bad

4 DHdevice DH2847147334 192.168.1674  Very Bad >

5 DHdevice DH283607644¢ 192.168.16.108  Very Bad

6 DHdevice DH283636597€ 192.168.16.109  Very Bad

7 B13186891 1921681651  VeryBad

8 A426543357  192.168.16.143  Very Bad

] BE043745 1921681659  VeryBad .

10 A362085854 192168.1676  Very Bad

M 18e_hik 2 B231801447 1921681650  Very Bad -

12 16m 712 A235863072  192.168.16.253  Very Bad

13 hE§s2708 A298073533  192.168.16.181  Very Bad

14 61_RIB_ME A347137397 1921681657  Very Bad -~

Search More Refresh Manualy. Exit

2. Click [OK] button in the delete confirmation interface. The system will delete the device
group as follows.



cMs S

; l,\. Are you sure to Delete this Group and all device in this group?

oK | Cancel l
)

Vendor Al - DeviceType:  [Al - Devices Group: New Group Modify Delete
NO. |Alias nvsip D P Network Status | =-# Device List
1 xmdevice XM319062294 192.168.16.43  Very Good &Y Grouel
= %] Group2

2 xmdevice XW302653881 192.168.1663  Very Good

3 xmdevice XM302399228 192.168.16.192  Very Good

4 DHdevice DH2B47147334 192.168.16.74  Very Good

5 DHdevice DH283607644¢ 192.168.16.108  Very Good

6 DHdevice DH283636597€ 192.168.16.109  Very Good

7 B13186891 192.168.16.51 Very Good

8 A426543357 192.168.16.143  Very Good

9 BB043745 192.168.16.59 Very Good %

10 A362285854 192.168.16.76 Bad

n 18e_hik_2 B231801447  192.168.16.50 Very Good -

12 16m8712 A235863072  192.168.16.253  Very Good

13 hEFE270R A298073533  192.168.16.181  Very Good

14 GIRIR ZNE  A347137397 192168.1657  Very Good -

searentire anuaty e

3. Device management can be used for adding, deleting, modifying and search all of IP
cameras. You can use it for centralized management for all IP Cameras in the LAN.

2.1.3 Add Device

Functionality Instruction: Used for adding the IP Camera that has been searched.

Operation Step:

1. Click [Devices] in the shot cut menu at the bottom of system main interface to open Device
Management interface as follows.

Devices Management

Vendor Al - Device Type:  [Al - Devices Group: New Group Modify Delete
NO. |Alias nvsip D P Network Status | E-# Device List
1 xmdevice XM319062294 192.168.16.43  Very Bad &Y Grouel
E %] Group2

2 xmdevice XW302653881 192.168.1663  Very Bad >

3 xmdevice XM302399228 19216816192  Very Bad i

4 DHdevice DH2847147334 192.168.16.74 Very Bad »>

5 DHdevice DH283607644¢ 192.168.16.108  Very Bad

6 DHdevice DH283636597€ 192.168.16.109  Very Good

7 B13186891 192.168.16.51 Very Good

8 A426543357 192.168.16.143  Very Good

9 BB043745 192.168.16.59 Very Good =

10 A362285854 1921681676  Bad

N 18e_hik_2 8231801447 1921681650  Very Good -

12 16me712 A235863072 192.168.16.253  Very Good

13 hEfE270R A298073533  192.168.16.181  Very Good

14 GIRMBUNE  AMTI37397 192168657  Very Good 5

Search ore Hanuaty. e

2. Click the device searched and need to be added at the above interface. And click [Add]
button to move the device to the device group as the follows.



Devices Management

Vendor A - Device Type:  [Al - Devices Group; New Group Modify Delete
NO. |Alias nvsip D I [Network status | ~ - Device List
12 16m9712 A235863072  192168.16.253  Very Bad %]
13 KEfS270R A298073533  192.168.16.181  Very Bad . -
14 BIRIR 7E  A47137397 192.168.1657  VeryBad :5
15 3518£-3534R%y S54983534  192.168.16.122 Very Bad >
16 HDPCXi1504  S31125213 19216816102 VeryBad
17 16M_0130 A173848765 192.168.16.129 Very Bad
18 HD IPC_1504 A421814929  192.168.16.117  Very Bad
20 HD IPC_jxj_1504 A422269179  192.168.16.105  Very Bad %
21 8M_9712 A299878441  192.168.16.12 Very Bad
2 16M_0130 A228063835  192168.16.213  Very Bad P
23 HDIPC_1504 541981816 19216816107 Very Bad
24 BWML_0330xm  SS879972 19216816230 VeryBad
25  JEER_0330_PBYl A426768588 192.168.16.197 \Very Bad -
Search More Refresh Wanually Ext

Devices Management

Vendor: Al

Device Type:

Al ~

Devices Group; New Group Modify Delete
NO. |Alias nvsip D 3 [Network status | ~ - Device List

1 xmdevice XM319062294 192.168.16.43  Very Good &89 Groupt

|= & HDIPC 1504

2 xmdevice XW302653881 192.168.1663  Very Good &%) Group2

3 xmdevice XM302399228 192.168.16.192  Very Good

4 DHdevice DH2B47147334 192.168.16.74  Very Good >

5 DHdevice DH283607644¢ 192.168.16.108  Very Good

6 DHdevice DH2B3636597€ 192.168.16.109  Very Good

7 B13186891 192.168.16.51 Very Good

8 A426543357 192.168.16.143  Very Good

9 BB043745 192.168.16.59 Very Good %

10 A362285854 192.168.16.76 Disconnected

n 18e_hik_2 B231801447  192.168.16.50 Very Good «

12 16m8712 A235863072  192.168.16.253  Very Good

13 hEFE270R A298073533  192.168.16.181  Very Good

14 GIRIR ZNE  A347137397 192168.1657  Very Good -

Search More Refresh Wanually Ext

3. Click [Exit] button in the above interface to finish the operation of adding device.
Note:

1. You can also bulk add the device beside add one by one. At the above step 2, click

==
button to add all the devices.

2. The above adding device operations are in the same LAN after searching and finding the
device. If you want to add the device which can’t be found, click [Manually] button in Device
Management and input the correct NVSIP ID, user name and password of the IP Camera. And
then click [OK] button to finish the manual adding IP Camera operation as follows.

Device Config Device Config

3. Right click any group at the left top of the system interface. Select [Add Device] at the pop

N bees  [Newbeies
Vendor: nvsip v Vendor: nvsip 5
Connect Type: nvsip v Connect Type: nvsip ;
e D M— I nvsip ID: [ 564983093 I
Port: 9101 Port: 9101
User name: admin User name: admin
Password: e Password: ==
Ok Network... Exit Network... Exit
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up menu or open device config interface. After inputting the correct information, you can finish
the operation of adding device as follows.

Devices

Device List
Grougs

Connect All
Disconnect All
Add Device
Add Group

Devices

2.1.4 Modify Device

Functionality Instruction: used for modifying the IP Camera that has been added.

Operation Step:

1. Click to select the device name which needs to be modified in Device Management
interface as follows.

Vendor: Al fd Device Type: Al k. Devices Group: New Group Delete

NO. |Alias nvsip D P [Network status | ~ - Device List

1 xmdevice XI319062204 192.168.16.43  Very Good 1 Y Grouel

= e-h] Group2

2 xmdevice XM302653881 192.168.1663  Very Good > % 192168.16.76-DVR
3 xmdevice XM302399228 192.168.16.192  Very Good | =

4 DHdevice DH2847147334 192.168.1674  Very Good >

5 DHdevice DH283607644¢ 192.168.16.108  Very Good

6 DHdevice DH283636597€ 192.168.16.109  Very Good

7 B13186891 1921681651  Very Good

8 A426543357  192.168.16.143  Very Good

9 BE043745 1921681659  Very Good .

10 18e_hik 2 B231801447 192.168.1650  Very Good

M 16me712 A235863072  192.168.16.253  Very Good -

12 HefE2T0R A298073533  192.168.16.181  Very Good

13 BIRB YHE  AM7137307 1921681657  Very Good

14 3518E-3534KJRS 564983534  192.168.16.122  Very Good -

Search More Refresh Manualy. Exit

2. Click [Modify] button in the above interface to open Device Config interface as follows.

Device Config
Device IPC Device

Vendor: nvsip -
Connect Type: nvsip =

nvsip ID: ,W
Port: ,9101—
User name: ladmin—
Password: I'mm1—

Ok Network... Exit

Note: You can also open the above Device Config interface through right clicking the device
name which has been added at the left top of the main system interface and selecting [Modify
device spec] at the right click menu.

3. At the above interface, modify the name, user name and password of the selected device
and click [OK] to finish the modifying device operation as follows.

11



es Management

Vendor Al - DeviceType:  [Al - Devices Group: New Group Delete

NO. |Alias nvsip D I [Network status | ~ - Device List

1 xmdevice XM319062294 192.168.16.43  Very Good &Y Grouel

= =-47] Group2

2 xmdevice XW302653881 192.168.1663  Very Good > % 102.168.16.76-DVR

3 xmdevice XM302399228 192.168.16.192  Very Good & IPC Device

4 DHdevice DH2B47147334 192.168.16.74  Very Good >

5 DHdevice DH283607644¢ 192.168.16.108  Very Good

6 DHdevice DH283636597€ 192.168.16.109  Very Good

7 B13186891 192.168.16.51 Very Good

8 A426543357 192.168.16.143  Very Good

9 BB043745 192.168.16.59 Very Good %

10 18e_hik_2 B231801447  192.168.16.50 Very Good

n 16m_9712 A235863072 192.168.16.253  Very Good «

12 Keie2roRE A298073533  192.168.16.181  Very Good

13 GIRMBYNE  AMTI7397 1921681657  Very Good

14 3518E-3534HJRS 564983534 19216816122 Very Good -

Search More Refresh Wanually Ext

2.1.5 Delete Device

Functionality Instruction: Used for deleting the device that has been added.

Operation Step:

1. Click the device name that needs to be deleted at Device Management interface and then

click [Delete] button as follows.

vices Management

Vendor: Al -

DeviceType: [l - Devices Group New Group Moty
NO. |Alias nvsip D P [Network Status | =44 Device List

1 xmdevice XI319062204 192.168.16.43  Very Bad | Y Grouel

= e-h] Group2

2 xmdevice XM302653881 192.168.1663  Very Bad > % 192168.16.76-DVR

3 xmdevice XM302399228 192.168.16.192  Very Bad | a

4 DHdevice DH2847147334 192.168.1674  Very Bad >

5 DHdevice DH283607644¢ 192.168.16.108  Very Bad

6 DHdevice DH283636597€ 192.168.16.109  Very Bad

7 B13186891 1921681651  VeryBad

8 A426543357  192.168.16.143  Very Bad

9 BE043745 1921681659  VeryBad .

10 18e_hik 2 B231801447  192.168.1650  Very Good

M 16me712 A235863072  192.168.16.253  Very Good -

12 HefE2T0R A298073533  192.168.16.181  Very Good

13 BIRB YHE  AM7137307 1921681657  Very Good

14 3518E-3534HJRS 564983534  192.168.16.122  Very Good -~

Search More Refresh Manualy. Exit

2. Click [OK] button at the confirmation interface to delete the selected device as follows.

s

==

CMS

l b Are you sure to Delete this Device?

Cancel

]
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Devices Management

Vendor: A - DeviceType:  [Al - Devices Group: New Group Modity
NO. |Allas [ovsip D I3 [NetworkStatus | » &-# Device List

1 xmdevice XM319062294 192.168.16.43  Very Bad &Y Groupt

= =89 Group2

2 xmdevice XW302653881 1921681663  Very Bad > M 19216316.76-DVR

3 xmdevice XM302399228 192.168.16.192  Very Bad

4 DHdevice DH284714733¢ 1921681674  Very Bad >

5 DHdevice DH283607644¢ 192.168.16.108  Very Bad

6  Drdevice DH283636597€ 192.168.16.109  Very Bad

7 B13186891 192.168.16.51 Very Bad

8 A426543357 192.168.16.143  Very Bad

9 BB043745 192.168.16.59 Very Bad %

10 18e_hik_2 B231801447  192.168.16.50 Very Bad

N 16m_e712 A235863072  192.168.16.253  Very Bad -

12 Keie2roRE A298073533  192.168.16.181  Very Bad

13 BIRIEME  A347137367 192168.16.57  VeryBad

14 3518E-3534HJR% S64983534  192.168.16.122  Very Bad -

Search Hore Manually.. Ext

Note: If want to delete the device whose preview image was opened, you need to double click
the device name which need to be deleted at the left top of the system main interface. And
then you can delete the device following the above steps.

2.1.6 Connect Device

Functionality Instruction: Used for connecting to the IP Camera device which has been added
and watching the preview image.
Operation Step: Right click the IP Camera device name which need to be connected at the
main system interface and select [Connect Device] at the right click menu. The system will
connect open the monitoring image of the device as follows.

RVE Sysiem

WV System

NVR Sqstem

NVR Sysiem

INVR System

NVR System

13

NVR System

NVR System

NVER System

NVR System

NVR Sysiem

NVR System

NVR System

Wite2 120 | A G @ 4



Note: Right click any group name at the left top of the main interface. You can connect to all
devices of the group through selecting [Connect All] at the right click menu as follows.

Connect All

Disconnect All
Add Device
Add Group

Devices

2.1.6.1 Connect All Channel (Auto- Stream)

Functional Specification: It is used for connecting all channels of added devices, including

main stream and minor Stream.

Operating Steps: In the top left of system main interface, mouse right button single click the
chosen connected device name, open context menu, then choose ‘Connect All Channel( Auto

Stream)’, then system can connect all video monitor screens of this device, as follows:

NVR System

NVER Sysiem

N HT1 | A G L E A Y

1y
© 0
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NVR Sysiem

NVR Sysiem

2014061213335 | & 4 % @ £ ¥

© 0

Remarks: Devices connected through ‘Connect All Channel (Auto Stream)function include
main stream and minor stream. Usually main stream for local viewing, minor stream for remote
monitoring. That is to say, after connecting devices in this way, recording and remote

monitoring with different stream size, it is two different size streams.

2.1.6.2 Connect All (Minor Stream)

Functional Specification: It is used for connecting all channels of added devices, only minor

Stream.

Operating Steps: In the top left of system main interface, mouse right button single click the
successful connected device name, open context menu, then choose ‘Connect All
Channel( Minor Stream)’, then system can connect all video monitor screens of this device, as

follows:

15



0140612113546 | & & %@ 4 ¥

© 0

Remarks: Devices connected through ‘Connect All Channel (Minor Stream)function only
include minor stream. That is to say, after connecting devices in this way, recording and

remote monitoring both use minor stream, it is same size streams.

2.1.6.3 Connect All (Main Stream)

Functional Specification: It is used for connecting all channels of added devices, only main

Stream.

Operating Steps: In the top left of system main interface, mouse right button single click the
successful connected device name, open context menu, choose ‘Connect All Channel( Main

Stream)’, then system can connect all video monitor screens of this device, as follows:

NUR Sysiem

014-06712-11:35:50

NUR System

0140612113618 | & = B A4 ¥

© 0
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NVR Sysiem

014-06<17. 11136104

NVR Sysiem

0140612113632 | & & & W £ ¥

o0

© 0O

Remarks: Devices connected through ‘Connect All Channel (Minor Stream)function only
include main stream. That is to say, after connecting devices in this way, recording and remote

monitoring both use main stream, it is same size streams.

2.1.6.4 Disconnect

Functional Specification: It is used for disconnecting all video monitoring screens of

connected channels, equivalent to delete the channel.
Operating Steps:

1. In the top left of system main interface, mouse right button single click the successful
connected device name, open context menu, choose ‘Disconnect’ , then system will open

prompt interface to confirm disconnect all channels, as follows:

17



cMs =)

@ Are You Sure to Disconnect this device?

Yes I No |

2. As shown above, the mouse single click ‘Yes’ button, then system can disconnect video

monitoring screens of all channels, as follows:

NVR Sysiem

NVR Sgsiem NVR Sqsiem NVR Sgstem

NVR Sqsiem NVR Sqsiem VR System

NVR System NVR System

0140612114108 | & «'= W £ ¥

00

©

Remarks:

1. In the top left of system main interface, ‘Devices’ section, mouse right button single click
any group name, in pop-up menu, choose ‘Disconnect All', then system can disconnect
with all devices in the group, as follows. The above description of disconnect function,

only for one device.

18



Connect All

Disconnect All

Add Device
Add Group

Devices

2. The mouse right button single click the chosen video channel screen, open context menu,
choose ‘Disconnect’ ,only disconnect the previewing screen of chosen channel, if

choose ;Disconnect All’, it will disconnect all channel previewing screens of the device.

2.1.6.5 Device Config

Functional Specification: it is used for remote configuring the connecting devices.

Operating Steps: In the top left of system interface, mouse right button single click the
connected device name, open context menu, choose ‘Device Config’, then system will open

the remote configuration interface of the device. As follows:

NUR Sysiem

NVUR Sysiem

2014061214625 | & 4 % @ £ ¥

© 0

0B a® DO

System Stream Storage Accounts Network PTZ

IP Camera Device Remote Config Interface
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%] Remote Config g

System Setting | Channel Setting | Device logs |

Language IChlnese Y I Version I V1.0.1.2537
Position Top Y, Product SN I 25565
Resolution l 1024x768 ~ Text Effect ISharpness v

DeviD [o (0~255)
Transparency I el (100~255)
|V WEB Service Port 80 nvsip ID |A426543357

¥ Mokile Service Quality l :v ] FPS I ':]
[~ Enable Talk Channel 1 'I
Register l Set Time I Restore I Default I
0K I Cancel I

DVR Device Remote Config Interface

Remarks: The mouse right button single click different devices, the Remote Config Interface is

different, Configuration details please according to the actual conditions.

2.1.6.6 Remote Desktop

Functional Specifications: it is used for remote opening user operation interface, in order to

make corresponding operations and settings.

Operating Steps: In the top left of system main interface, mouse right button single click
connected device name, open context menu, then system open user login interface of the

device, as follows:

0140612114834 | A % @ £ ¥

RY
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Remarks:

1.  Remote Desktop function only support DVR and NVR products not support IP Camera

products.

2. The mouse right button single click video pictures, open context menu, choose ‘Remote

Desktop; can open the function, too.

2.1.6.7 Set Device Time

Functional Specifications: It is used for time setting of connected device; It will adjust the

connected device time synchronized with PC.

Operating Steps: In the top left of system interface, mouse right button single click connected
device name, open context menu, choose ‘Set Device Time’, then system will adjust the

connected device time synchronized with PC. As follows:
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NVE Sysiem

014-06°12

NVR System

2014061216109 | & & % @ £ ¥

© 0

2.2 Settings

Settings includes 7 sub-settings, it is Channel Setting, Record Setting, Alarm In, Alarm
Out, Email Alert Setting, User Management, System. By setting the 7 sub-settings above, can
complete all parameter settings of connected IP camera devices, also can make parameter

settings of JNVR system.
2.2.1 Channel Setting

Functional Specifications: it is used for setting stream size, OSD information of the channel,

privacy masking and open pop-up window function, etc.

Operating Steps: The mouse single click shortcut menu ‘Setting’ function, or the mouse
single click system main interface, in pop-up context menu, choose ‘Settings’, then open

‘Settings’ interface, as follows:

CH |Alias |Channel Status Channel Setting | flecord Setting | Alarm in | Alarm Out | Email Alert Setting | User Management | System |
EE
02 192168.6.143-DVR  Connected [V Enable Previewing

03 192.168.16.143DVR  Connected
04  192168.16.143-DVR  Connected = [iiEfable Fopip
05  192.168.16.143DVR  Connected
06  192.168.16.143-DVR  Connected
07  152168.16.143DVR  Connected [ ot o e
08 192.168.16.143-DVR  Connected
09 192.168.16.143-DVR  Connected
10 192.168.16.143-DVR  Connected

[V Enable EFTZ

" 192.168.16.143-DVR  Connected
12 192168.6.143-DVR  Connected
13 192.168.16.143-DVR  Connected
14 192.168.16.143-DVR  Connected
15 192.168.16.143-DVR  Connected
16 192.168.16.143-DVR  Connected
17 192.168.16.143-DVR  Connected
18

19

20

21

2 Defaut Apply to Al

o

<« n »
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Function Details:

Function Functional Description

Choose the option, all channel preview window will show monitoring

Enable ) ) ) )

pictures, otherwise, the channel screen will be black, it won’t effect
Previewing

record and screenshot function.

Choose the option, all channels can use pop-up window function,
Enable Pop-up otherwise, the channel picture can’t be shown on desktop pop-up

window.

Choose this option, all channel previewing pictures can be zoomed
Enable EPTZ
out, after zoom out, can drag mouse to check different areas.

Choose this option, all channel corresponding devices open time
Enable Time
checking function, it can proofread time with time server, ensure
Checking

accuracy of the device time.

2.2.2 Record Setting

Functional Specifications: it is used for setting record file memory disc, process mode for

insufficient storage space, enable scheduled recording, etc. functions.
Operating Steps:

1. The mouse single click shortcut menu ‘Settings’, or the mouse single click system main
interface, in pop-up context menu, choose ‘Settings’, then open ‘Setting’ interface, as

follows:

2. The mouse single click ‘Settings’-‘Record Setting’, can open record setting interface, as

CH  |Alias Channel Status ~ »  Channel Settingl Record Setting 1 jarm In | Alarm Out | Email Alert Setting | User Management | System
02 192 Connected
03 192 Con
= 2 | re Mo Fe RF = r = = 55 [l
05 1
06 1 (e m i Hie: [d ) i IS = = |} | =
07 1
08 1 Reserved Disk Space: 4000 2000~8000 (MB)  The Disk With More Than 5G Space
09 1
10 1
" 1
2 Disk Space Not Enough
13 1
1“1 & Overwirite Previous Records
15 1
" Stop Recording and Remind user
% 1
17 192168 VR
18 §
= I Enable ScheduledRecording [oo -] = Joo -] - foo -] : foo -]
20
21
2 - Defautt Apply to All
[ »

o
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Function Details:

Function Functional Description Remarks
File Storage Choose any ‘disk’, then it will be local record = The disk space must be >5G,
storage disk, otherwise, can't store. then can be storage disk
Choose this option, when disk space not
enough ,will have enough time to solve, it
Reserved avoid system ‘insufficient disk space’ Reserve disk space range:
Disk Space prompt, the most important is it supplies the | 2G~8G
software cushion space, in order to replace
the disk
Overwrite Choose this option, while disk space not
Previous enough, system will overwrite the earliest
Records record , so can continue to record.
Stop Choose this option, while disk space not

Recoding and

Remind User

enough, system will stop recording and give

prompt to remind user

Enable
Scheduled

Recording

Choose this option, system will start to

record according to the pre-set time.

2.2.3 Alarm In

Functional Specifications: it is used for setting alarm trigger of selected channels.

Operating Steps:

1. The mouse single click shortcut menu ‘Settings’, or the mouse single click system main

interface, in pop-up context menu, choose ‘Settings’, open ‘Settings’ interface.

2. The mouse single click ‘Settings’- ‘Alarm In’, open Alarm In interface, as follows:
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CH |Alas |Channel Status 4 Channel Setting | Record Setting larm Out | Email Alert Setting | User Management | System

Video Lost Detection-

0 1 |~ Enable Video Lost Detecting

- Motion Detection:
192.1
I~ Receive remote alarm signals

2 Defautt Apply to Al

o

< . »

Function Details:

Function Functional Description

Choose the option, while monitoring picture losing, system alarm
Enable Video
triggered, and sending alarm information according to the pre-set alarm
Lost Detecting
output mode.

Receive Remote | Choose the option, while remote client-end set motion detection and

Alarm Signals alarm triggered, can receive remote alarm signals.

2.2.4 Alarm Out

Functional Specifications: it is used for setting alarm processing and alarm lasting time

of selected channels.
Operating Steps:

1. The mouse single click shortcut menu ‘Settings’, or the mouse single click system main

interface, in pop-up context menu, choose ‘Settings’, open ‘Settings’ interface.

2. The mouse single click ‘Settings’- ‘Alarm Out’, open Alarm In interface, as follows:

25



Channel Status

| Alias
m‘

Function details:

4 Channel Setting | Record Setting | Alarm In§ Alarm Out ¥ mail Alert Setting | User Management | System
Alarm Lasting Time: [ 10 1~3600 (Second)

™ Start Recording

I™ Snapshot When Alarm Detected

I~ Alarming When Alarm Detected [~ E-Map Pop-up When Alarm Detected

Defautt Apply to Al

o

Function Functional Description

Alarm Lasting Time

Set the function, while system alarm triggered, alarm lasting

time will be the same as pre-set time, system default time is10s.

Start Recording

Choose the option, while system alarm triggered, sending alarm

prompt, meanwhile start recording.

Snapshot When Alarm

Detected

Choose the option, while system alarm triggered, sending alarm
prompt, meanwhile making snapshot and make local storage

according to the pre-set storage mode.

Alarm Detected

Alarming When Alarm Choose the option, while system alarm triggered, sending alarm
Detected prompt, meanwhile giving voice prompt.
E-map Pop-up When Choose the option, while system alarm triggered, sending alarm

prompt, meanwhile pre-set E-map pop-up.

2.2.5 Email Alert Setting

Functional Specifications: it is used for setting email alert receiver id, Intervals, and email

sending notice (while alarming).

Operating Steps:

1.  The mouse single click shortcut menu ‘Settings’, or the mouse single click system main

interface, in pop-up context menu, choose ‘Settings’, open ‘Settings’ interface;

2. The mouse single click ‘Settings’- ‘Alarm Out’, open Alarm In interface, as follows:
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Function Details

CH  |Alas

\Channzlsmus 4 Channel Setting | Record Setting | AlarmIn | Alarm Out Email Alert Setting ]Userulanugement‘ System |

[ Sending Email When Alarm Detected

Receiver Email ID: | (Seperate Receiver Email D by [)

|
‘ Intervals(Minute): | 5

DVR  Connected

Send Test E-Mail Default Apply to All

o

i 3

Function Functional Description

Sending Email
When Alarm
Detected

Choose the option, while system alarm triggered, system give alarm

prompt, meanwhile receiver email ID will get alarm email.

Receiver Email
ID

Here enter receiver email id, if more than 1 receiver email id, please

separated with semicolon

It is used for setting email sending intervals, that is after how long time

Intervals _ _ _ _

(the set minutes) receivers get the alarming email.
Send Test- After Setting Receiver email ID and Intervals, single click this button,
Email receiver email ID will get a testing email to ensure the setting correct.

Remarks: Operation for setting alarming email send id is: In the bottom right corner, the mouse

single click ‘envelop’ iconE, open the interface which can set addresser email, as follows:

Email Information

Addresser: I |

Password: |

0Ok Cancel

2.2.6 User Management

Function: Add, delete, and modify local user name or network user name and their authority

27



Steps:
1. Click “system parameter”, or right click main interface and choose “setting”

2. Click “user management”

CH |Alas [channelStatus ~ +  Channel Setting | Record Setting | AlarmIn| Alarm Out | Email Alert Setting System\
— User List

02  192.168.16.143-DVR  Connected
03  192:168.16.143-DVR  C l—
04 192168.16.143-DVR  Connected =

0s 192.168.16.143-DVR  Connected Password: l—
06 192.168.16.143-DVR  Connected
07 192.168.16.143-DVR  Connected

User name: |
User name: Add User

admin

08  192168.16.143DVR  Connected T SYEieniEalege
09  192.168.16.143-DVR  Connected ] Devices [ Layout ] Audio Monitoring
10 192.168.16.143-DVR  Connected ] Settings [] image Control ] Remote Setting
11 19216816.143DVR  Connected ] Record LI P7Z Control [JExt System

[] Playback [[] Snapshot Management

12 192.168.16.143-DVR  Connected
13 192.168.16.143-DVR  Connected
14 192.168.16.143-DVR  Connected
15 192.168.16.143-DVR  Connected
16 192.168.16.143-DVR  Connected
17 192.168.16.143-DVR  Connected

< i »

o

Function list:

Function Description

Name

User list Display all user names that had added

User name | Input the user name that need added

Password Input password accordingly

After inputting user name and password, you can click “add user”, and then can
Add user
add the user name to left user list

St Choose user name in user list, then click “delete”, the user name will be deleted
elete

and disappear from user list

System privilege (Choose check box before each function)

Privilege Description
name
After having this privilege, user can maintain all IP camera, such as
Devices ) o ) )
adding/modifying/deleting device
i After having this privilege, user can set system parameters, such as channel
setting
setting, record setting, alarm in/out setting, system setting etc.
After having this privilege , user can start/stop record, do manual record,
Record
schedule record, alarm record.
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After having this privilege, user can control video that need playback, such as

Playback single frame forward/back, quickly forwarder, slowly forward, quickly back
etc.
Layout After having this privilege, user can Set image layout.

Image control

After having this privilege , user can adjust image brightness, contrast,

saturation, colorimeter, crispness

After having this privilege , user can Set PTZ, such as adjust PTZ angle,

PTZ control
preset position setting, cruise setting etc.
Snapshot
After having this privilege, user can manage all snapshot
management
Audio
After having this privilege, user can hear voice of each channel
monitoring
Remote
i After having this privilege, user can Set IP camera by remote control
setting

Exist system

After having this privilege, user can exist system and close procedure

2.2.7 System environment

Function: Enabled scheduled restart, auto lock system, auto run, enable WAN mode etc.

Steps:

1. Click “system parameter”, or right click main interface and choose “setting”

2. Click “system”
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CH  |Alias

02 192.168.16.143-DVR
03 192.168.16.143-DVR
04 192.168.16.143-DVR
05 192.168.16.143-DVR
06 192.168.16.143-DVR
07 192.168.16.143-DVR
08 192.168.16.143-DVR
09 192.168.16.143-DVR
10 192.168.16.143-DVR
1" 192.168.16.143-DVR
12 192.168.16.143-DVR
13 192.168.16.143-DVR
14 192.168.16.143-DVR
15 192.168.16.143-DVR
186 192.168.16.143-DVR
17 192.168.16.143-DVR

Connected
Connected
Connected
Connected
Connected
Connected
Connected
Connected
Connected
Connected
Connected
Connected
Connected
Connected
Connected
Connected

< mn |

Function list:

|Channel Status

4  Channel Setting | Record Setting | Alarm In AlarmOut] Email Alert Setting | User Managemght Systef ]

Sequence Interval: 10 1-60 (Second)

o e Mo

ISunday

10 (Minute)

= [~ Enabled Scheduled Restart

[~ Auto Lock System Non-active
—' [~ Auto-Run
[~ Shutdown the PC When Exiting System
[~ Disable CTRL+ALT+DEL(Only Supports Win2000,XP)
[~ Low-Performance PC Mode
¢ IBC [~ DYR [ HYR

[V Auto Search and Connect Device

[V Enable WAN Mode

Function Description

Sequence interval

Set sequence interval

Enabled

restart

schedule

Choose it, the system will do schedule start, and choose “auto run”

automatically

Auto lock system

Choose it; “Non-active”will lock system. User need input write user

name and password to unlock

Auto-run

Choose it, when user open computer, JNVR will run automatically

Shutdown the PC

connect device

when existing Choose it, when user exist JNVR, the PC will shutdown
system
Choose it, it will prevent illegal intruder modify monitoring system by
Disable operation system special features. If not choose this function, illegal
CTRL+ALT+DEL intruder will use this button to switch monitoring system and do illegal
remote control.
Low performance Choose it, it will resolve image stuck problem due to low performance
PC mode PC under video channels quantity less than 16
Choose it, system will search and connect all IP camera in local
Auto search and network when the device list is blank. But for device has been added

into device list, user need delete it and choose “refresh”, this function
can be available.

Enable WAN mode

Choose it, user can add device by “manually”, if not, this function is not
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_available

2.3 Remote configuration

IPC as a standalone embedded device, user can do remote configuration by SUNYWO

remote Client software. In addition, remote configuration is only available for
Single IPC, and “system parameter”/“setting” are for all IP cameras

Function: Do remote configuration on IP camera, such as system, stream, storage, accounts,

network, PTZ etc.

Steps:
Right click main interface and choose “remote configuration”.

There are 7 functions in this interface.

g ® 2 4 &® O

System Stream Storage Accounts Network PTZ Exit

2.3.1 System management

“System” is for remote configuration on IP camera, such as device name, OSD position,

language, Time setting, Restart, Default setting, logs, network updating, local updating

Note: Suggest customer to use network updating when IP camera working in WLAN.

2.3.1.1 IP camera setting

Function: It was used for remote configuration on IP camera name, OSD position, language,
Time automatically etc.

Steps: Single click “remote configuration” —”system” —“IPCam setting” — “System setting”
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&) IPCam Setting ﬂ

System Setting | Maintenance l Logs I

Device name: 0330] 0OSD position: LEFT_BOTTOM ~
Product SN: 27756 Version: V2.2.1500

Language: ODIA id nvsip ID: A426766914

" Enable talk serve QR Code

CloudSEE Port: 9101 Product Type: N81-HC-A

¥ Web Senice Service Port i

Time Setting
[ Time automatically NTP Server: ntpfudan.edu.cn
Date. NTP Interval(Hour): |24
Register Default Setting |
Ok | Cancel l

Function list:

Description

Device name Modify or rename device name

Modify OSD position, it can support left-top, left-

OSD position

bottom, right-top, right-bottom, hide
Products SN Show product serial number for IP camera
Version Show JNVR version
Language Change JNVR language
Nvsip ID Show Nvsip ID for IP camera

Enable talk : It can realize talking between local and remote i Only for IPC support

server end. audio

Just scan QR code,

It can open QR code of mobile client-end and { user can get mobile

QR code
device ID client software and

Device ID
Do not suggest to

Nvsip port Show and change device port
modify

WebCC Choose it, remote client can connect local client

service end by WebCC system

Service port Show WebCC sever port

Time Choose it, it can keep time in IPC client-end

automatically same with that in time server

NTP server Show NTP server address

NTP interval Set how long to make NTP
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Date..

Cancel “Time automatically” and choose “Date”,
user can set time by manual, that need restart
IPC

2.3.1.2 System Maintenance

Function:

Update IPC by web update, file update, FTP update

Steps: Single click “remote configuration” — "system” —“IPCam setting” — “Maintenance”

&) IPCam Setting

System Setting ILogs |

Update method: IWEB Update _ﬂIServer(H»U L.'
Progress: ‘
Update begin
Reboot on Time: | Never | [o1:00 |
Restart | Recovery
IT‘ Cancel I

Function list:

Function

Description

Suggest update
It can update IPC by our official website, telecom &
WEB update in  environment
Unicom are available
with internet
Suggest update
File Update It can update IPC by file in PC
in local network
FTP Update It can update IPC by common resource
Available for
Select Click it, find update file in PC

update with file

Update begin

Click it, start update

Process

Show updating process
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Restart Click it, restart IPC

Recovery Click it, all parameters of IPC will be factory default ones

2.3.1.3 Logs

Function: Check logs in IPC, and print or save log in one day

Steps: Single click “remote configuration” —”system” —“IPCam setting” — “Logs”

) IPCam Setting [
System Setting] Maintenance m I

ListType  [Page -] Refesh | Print sae |

2014/6/12 17:58:18 set time: succeed

2014/6/12 16:58:30 Total Connected count: 6

2014/6/12 16:58:30 User [admin] Connected, Ip: [192.168.16.210], channel: 1
2014/6/12 16:57:30 set time: succeed

2014/6/12 16:57:11 set time: succeed b=
2014/6/12 16:57:11 User [admin] Disconnected, Ip: [192.168.16.210]

2014/6/12 17:57:08 set time: succeed

2014/6/12 16:57:20 set time: succeed

2014/6/12 16:57:01 set time: succeed

2014/6/12 17:56:58 set time: succeed

2014/6/12 16:57:10 set time: succeed

2014/6/12 16:56:51 set time: succeed

2014/6/12 17:56:48 set time: succeed

2014/6/12 16:57:00 set time: succeed

2014/6/12 16:56:41 set time: succeed

2014/6/12 17:56:38 set time: succeed

2014/6/12 16:56:50 set time: succeed

2014/6/12 16:56:31 set time format£°[YYYY-MM-DD hh:mm:ss]

2014/6/12 16:56:31 Device Language Changed: [English]

2014/6/12 16:56:31 EeOAE+%ats™E", %

Date  |06/12/2014 j Page Up | Page Down | |1 vl P

Ok I Cancel

| »

m

Function list:

Function name Description
List type Check, print, save logs by date
Refresh Refresh to latest logs
Print Print logs
Save Save logs

2.3.2 Steam

IPC has three stream-- HD stream is for local record and show at single or several channels;
standard stream is for view at multi-layout; network stream is for mobile view to sure fluency

effective.
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2.3.2.1 Video

Function: [PC video setting

Steps, Single click “remote configuration” —"stream” —“IPCam setting” — “Video”

&) IPCam Setting M

m |Audio I Region Cover | Motion Detect | Alarm Parametersl Image I Alarm In Set

-Video Stream1:

Resolution: 1920*1080 ~ Frame Rate: |25 MBPH: 3072  Kbps

Bitrate Control [VBR v QP Levie Good ~

~Video Stream2:
Resolution:  |704*576 ~ Frame Rate: |25 MBPH: 901 Kbps

S
U] Ly

Bitrate Control |VBR v QP Levle Good ~

~Mobile Phone Stream
Resolution: 352*288 ~ Frame Rate: |15 ¥ MBPH: 135 Kbps

Bitrate Control |VBR v QP Levle Good v

it
:

Select an area I Default Setting |

Ok l Cancel |

Function:

Function Description

name

Resolution is difference on

Resolution It is image effective resolution
different IPC

It is image quantity in each second. The
Frame rate number is more higher, and the image

resolution is more higher

The MBPH is more higher, the
file is much near to former file,
MBPH It is image stream code.
but file size is inversely

proportional to MBPH

Bit rate
Can choose CBR,VBR
control
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Better image quality, more QP
QP level A technical indication for image code quality
level number

Select an
Set the area that user interested of

area

2.3.2.2 Audio

Function: [PC audio enctype setting

Steps:

Single click “remote configuration” —“stream” —»“IPCam setting” — “Audio’
) IPCam Setting [

Video ﬁ | Region Cover | Motion Detect | Alarm Parametersl Image I Alarm In Set

Sample rate 8k -

Bit Width 16bit -
Audio Enctype G711U  ~

Default Setting |

Ok | Cancel |

Note: It can change audio enctype. At present, it can support 5 types, PCM, G711A, G711U,
G726 40K and ADPCM. The enctype here should be same with that of storage device, and the

usages is also for storage device of IPC

2.3.2.3 Region cover

Function: It was used for hide one area when user preview or playback video, and the user

can do setting for each area.
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Steps: Single click “remote configuration” —“stream” —“IPCam setting” — “Region cover”

&) IPCam Setting E
Video | Audio otion Detect | Alarm Parameters ] Image | Alarm In Set

[~ Enable private area

-
s"bt,..' .
2014=065 12 12150

Dragging the mouse for the area, right cancel area.

Refresh Photo Save Settings I

Ok | Cancel |

1. Click “enable private area”, drag the mouse ,you are can see a red rectangle to choose

area of region cover

) IPCam Setting =5

Video I Audio Region Cover | Motion Detect | Alarm Parametersl Image I Alarm In Set

v Enable private area

"'!)..‘ R
4=065= 12 11205k 19}

Dragging the mouse for the area, right cancel area.

Refresh Photo Save Settings I

Ok | Cancel
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2. Click “OK”, then back to main interface, you will see area of region cover

NVR System

014-06-12 1210626

NVR Sysiem

0140612120627 | 4 ' @B ¥

o0

2.3.2.4Motion Detection

Function: Set area of motion detection, sensitivity, sent alarm to client, sent alarm email, JNVR

will have alarm messages accordingly.

Steps, Single click “remote configuration” —“stream” —“IPCam setting” — “Motion detection”

&) IPCam Setting M

Video I Audio ] Region Cover C! IAIarm Parametersl Image I Alarm In Set

I~ Enable Sensitivity: —_— I 99

v Send Alarm To Client

v Send Alarm E-Mail

B

2014206 -12812:06: 5198

Dragging the mouse for the area, right cancel area.

Refresh Photo Save Settings |

Ok I Cancel
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Choose “enable’

’, it can open motion detection function. Usercan drag mouse to make a

red rectangle, that is area of motion detection

&) IPCam Setting

==

v Enable

Video ] Audio I Region Cover Motion Detect |Alarm Parametersl Image I Alarm In Set

Sensitivity: — 99

[v Send Alarm To Client

v Send Alarm E-Mail

Dragging the mouse for the area, right cancel area.

Refresh Photo Save Settings I

Ok I Cancel

Function list:

Function name

Description

Enable

Choose it, it can open motion detection function

Sensitivity

Drag mouse to adjust sensitivity, the number is higher, the sensitivity is

higher

Sent alarm to
Client

Choose it, system will send alarm information to remote client-end

Send alarm email

Choose it, system will send email if there is motion detection alarm

Refresh photo

Get latest real time image

Save setting

Save setting for motion detection

2.3.2.5 Alarm parameters

Function: Set alarm parameters

Steps: Single click “remote configuration” —“stream” —“IPCam setting” — “alarm parameters”
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) IPCam Setting [
Video ] Audio ] Region Coverl Motion Detect l Image I Alarm In Set
Alarm duration: 10 Seconds
- E-Mail Setup
Sender: I zhu_sara@163.com Receiver1: | zhuwenqing@jovision.cc
Server: | smtp.163.com Receiver2: I
UserlD: | zhu_sara@163.com Receiver3: I
Passwd: prevevsvevy Receiverd: |
Port: | 25
Crypto: |none ~|
Email Test I Default Setting |
Ok I Cancel |

Function list:

Function name Description
Alarm duration The time from alarm beginning to alarm finishing
Sender Set sender email
Server Set sever types
User ID Set sender name
Password Set sender password
Port Set sever port
Crypto Set email crypto type, support SSL and TLS
Receiver address | Set receiver email and max 4 emails
Email test For testing email correctly or not

2.3.2.6 Image Adjustment

Function: Setimage contrast, brightness, sharpness and other parameters. Users can adjust

IPC in real site.

Steps, click “remote configuration” —“stream” —“IPCam setting” — “Image”
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) IPCam Setting =

Video I Audio ] Region Cover | Motion Detect | Alarm ParameterslAIarm In Set

v AUTO AWB

Contrast:

=

v low-light operation

Brightness:

{ 5%
= - Y,
N N N
== ==} =]

=

Saturation:

Sharpness: 1 128

Sence: OutDoor 'I
Day Night Mode  |Auto vI
Rotate INo Rotate 'I
Min Exposure 1/100000 '] Max Exposure 1/3 b

Led Screen Adjust

Default Setting |

Ok I Cancel I

Function list:

Function name Description

Contrast Adjust image contrast, the image will be brighter, if contrast is bigger.
Brightness Adjust image brightness
Adjust image saturation, the image will be more colorful if saturation is
Saturation
bigger
Sharpness Adjust image sharpness
Scene Choose IPC working environment, indoor, outdoor, default ,soft mode

IP camera day/night switch, auto, always color, always black/ white,
Day night mode )
time order

Rotate Set IPC rotation, support none, 90°, 180°, 270°,

) When the words on the electronic screen display are not whole parts,
Min exposure ] )
user can adjust exposure time see the full words on the screen

Choose it, even there are big color difference in same environment, it
Auto AWB _
can restore former color for objects

Low light operation | Choose it, it can enhance night vision effective

2.3.2.7 Alarm Input

Function: To set the input parameters of alarm equipment connected to IP camera.
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Procedure:

1. Click "Remote Setting"---- "Stream Management", then the interface of "IPCam Setting" is
opened;

2. Click the tab "Alarm In set" of the interface of "IPCam Setting", you can open the alarm input
interface, as below shown :

2] IPCam Setting Jometm
Video | Audio | Region Cover | Motion Detect | Alarm Parameters | Image

w
F
172
(o
(ol
2

| Ok Cancel |

3. Click the check-box button of “Alarm In Enable” as up picture shown, then the alarm input
function is turned on.

) IPCam Setting (o]

Video | Audio | Region Cover | Motion Detect | Alarm Parameters | Image Alarm In Set

v Alarm In Enable v Alarm IN NO.1 Open
v Alarm To Client ™ Alarm IN NO.2 Open
v Alarm To Mail

¥ Alarm IN Record En
Alarm Model ¢ Normally Open
@ Normally Close

v Alarm Buzzing Open

Default Setting
Ok I Cancel |

Detailed Menu

Function Name Function Description

Check it, the alarm input function can be enabled, and other functions
“Alarm In Enable”
- can be checked
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Check it, and if an alarm is touched off, the alarm information will be
“Alarm To Client”
sent to remote clients end connected.

Check it, and if an alarm is touched off, the alarm information will be
“Alarm To Mail”
sent to the set recipient email.

“Alarm In Record | After selecting this function, the triggered alarm will make system

En” automatically start recording
It is used to set the alarm device connected to the alarm, support
“Alarm Model”
“Normally Open ” or “Normally Close”
“Alarm Buzzing
o Check it, and if an alarm is triggered, the IP camera buzzing is turned of
pen”

“Alarm IN NO.1
Check it, the system open 1 channel alarm.
Open”

“Alarm IN NO.2 : Selected it, the system can open another channel alarm input

Open” independently

2.3.3 User Management

Function: It is used to manage the User name and password of the IP camera connected
Progress: Click “Remote Setting’----"User Management”’, the interface of “Account
Management” in the “IPCam Setting” is opened, as the following show:

&) IPCam Setting E

Account Management I

| User ‘ Group | Description
admin Administrator Account for Administrator
guest Guest Account for Guest

Add Account
Modify
Refresh Lists
Delete

Detailed Menu

Function Name Function Description Remark
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“Add Account” Add account name and password

Modify Modify the user's password and
113 o i th]
privileges

Used to refresh the list of user
“Refresh Lists”
management

“Delete”

Delete the added account name and The default "admin" and

password "guest" can not be deleted

2.3.4 Network Management

Function: It is used to set the IP camera networking, support three ways: Ethernet, PPPOE

and WIFI.

Steps: Click “Remote Setting”----"Network Management”, then the “Network Management” is

opened, Ethernet interface is defaulted, as the following shown:

Network Management

=)

Network Type: (' Ethernet " PPPOE " WIFI
v Self Adaption IP Addr

[ DHCP

~Network Info

IP: 192 .168 . 16 . 121 nvsip ID: A426766914
Netmask: i nvsip Status: IW
Gekeway 192 168 16 . 1

DNS: 202 .102 . 128 . 68

MAC: E0:62:90:0B:26:4F

GB28181 Refiesh | Ok | Exit

Detailed Menu

Function Name Function Description
Click the button, the IP camera connected way is
“Ethernet”
wired connection
Need to set up the
Click it, the IP camera connected way is dial-up
“PPPOE” account and
connections.
password.
A Click the button, then the IP camera connected | Need to select an
way change to wireless available wireless
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network, and set

up password

After selecting, the device can be obtained
Self Adaption IP

automatically IP address, otherwise a fixed IP
Addr

address can be set manually.

Used to show the IP address, Netmask, Gateway,
DNS, MAC, Nvsip ID, and Status
“GB28181” Used to setting GB2818 network Enter right Info

Network Info

2.3.5 PTZ Management

Function: It is used to adjust PTZ perspective, PTZ preset point device, cruise lines, scanning
track, watch point and scan mode.

Progress for setting “preset point™: Click “Remote Setting”----"PTZ management”, then the
system will open the interface of “IPCamera Setting”. The default interface is preset interface,
as shown:

&) IPCam Setting M

Preset IPatroI ] Path Watchl Scan l Assist] Ptz Setupl

[E [E] Iris B
lZJ @ [B [E] Focus E] Preset ,1—_
k2

Preset | Name

lEJ Zoom B Name Preset(1)
Assist

Speed ——————— |— 255 Add Delete Call

Detailed Menu

Function Name Function Description

Use the direction buttons to control the PTZ perspective,

PTZ perspective correspondingE]UP,[I]Right,E]Down and I]Left; the button in the

middle means PTZ can be 360°cruising

It is used to modify the brightness of the PTZ screen, CIick to brighter
“Iris”

the screen., and cIickE] to darker the screen.

“Focus” It is used to adjust the focus and focal length of PTZ device, thereby the
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clarity can be adjusted.
Adjusting the optical or digital zoon of the PTZ, in order to zoom in or
Zoom zoom out. Click, the camera will be zoom in, or click E], zoom out.
“Wiper” Click when rain, the function of wiper will be started, and the image
will be without rain, and display clearer.
“lNlumination” When the PTZ is dimly, click to make the image clearer.
“Speed” It is used to adjust the rotational speed of the PTZ angle
Setting the position of the monitoring preset point, different local points
“Preset” with different figures. The default preset point from 1, and total 127 preset
points can be set.
Name It is used to remark the preset name. In order to easy to distinguish, users
can customize the name. The default name is corresponded preset.
«Add” Increasing the number of preset points, and the info will be shown in the
right list.
“Delete” It is used to delete the information of the right list.
It is used to view the image of preset points in the right list, and the
“Call” corresponding image can be viewed in the JNVR video surveillance zone.

Progress for Patrol
1.Click “Remote Setting”----"PTZ management”, then the system will open the interface of
“IPCamera Setting”.

2.Click the tab of “Patrol” in the interface of “IPCamera Setting”, as the below shown:

=) IPCam Setting E
‘ o Preset Path Watch | Scan | Assist | Ptz Setup | =

S
@
1)

P N Ti
reset ame | Stay Time Preset I_LI
Stay Time ISO (S)

Assist Eﬁ Add ‘ I

Stant I Stop I
Speed ———— |— 255 ‘ m »

v |

B
4 @ b
B FEE®F
0 o

Detailed Menu

Function Name Function Description Remark

Patrol list All the preset point info will be
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shown in the list

Click and choose from the drop-down
Preset Preset can be chose to set listb
ist box

It is used to set the preset
Stay Time
staying time

1. Click to select the preset and stay
Increasing the number of
“Add” time; 2. Click “Add”button, you can add it
preset points
to the preset cruising list.

Delete the information of

“Delete”

preset in the list

It is used to start the patrol
“Start”

function.
“Stop” Stop the patrol function

Progress of “Path Watch”

1.Click “Remote Setting”----"PTZ management”, then the system will open the interface of
“IPCamera Setting”.

2.Click the tab of “Path Watch” in the interface of “IPCamera Setting”, as the below shown:

=) IPCam Setting
Preset I Patrol can ] Assist | Ptz Setup]
(e & v = Record Path Watch
— e — + F —) r;ﬁec;-d*AI Preset [ﬁ
L‘_j k_o_J m U ocus l__]
- @ Zoom B Finish Wait Time 100 (S)

@ Assist LTJ Start | Start | Stop |

Stop
Speed -—*_]*— 255

Detailed Menu

Function Name Function Description

“Record” Turn on the recording of path track

“Finish” Used to turn off the recording of path track

“Start” Start the recording of path

“Stop” Stop recording

Preset Set the preset of path watch

Wait Time When angle is moved to other preset point, rather than the set point,
setting the wait time, and when the device is not transferred back to the
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preset point

“Start”

Start the function of preset patch watch

“Stop”

Stop the function of preset patch watch

Progress of “Scan”

1.Click “Remote Setting”----"PTZ management”, then the system will open the interface of

“IPCamera Setting”.

2.Click the tab of “Scan” in the interface of “lIPCamera Setting”, as the below shown:

=] IPCam Setting

]

Speed

—'F Ins Ej
R = Speed ]55
&J Focus L—_J &
i | Letlmt | Right Limt |
L‘tJ Zoom =&
@ s [G Start Scan J Stop Scan J
}
J_ 2566 Various Scan I

Preset | Patrol | Path Watch ISCSﬂ IAssisl| Ptz Setup |

Detailed Menu

Function Name

Function Description

Speed Setting the speed of scan

Through the adjusting the direction button to determine the boundary of
“Left Limit”

left

Through the adjusting the direction button to determine the boundary of
“Right Limit”

right
“Start Scan” Used to turn on the function of scan
“Stop Scan” Used to turn of the function of scan
“Various Scan” Scan as the presetting undulating track

Progress of “Assist”

1Click “Remote Setting”----"PTZ management’, then the system will open the interface of

“IPCamera Setting”.

2Click the tab of “Assist” in the interface of “IPCamera Setting”, as the below shown:
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“Z] IPCam Setting -
Preset | Patrol | Path Watch | Scan Ptz Setup |
— _’E\ Iris {E
- - —
— — — W Focus |G
AR S -
- B zom B Assist |1 On off ]
W
I’ Assist (95
Speed ——— |— 255

2.3.6 Exit

Function: It is used to close the interface of "Remote Settings" .
Steps: Click the "Exit" button of "Remote Settings" panel, the system will turn off the interface.

2.4 Video Management

2.4.1 Manual recording

Function: Through manual operation to video on the channel.

Steps: Right-click the required recording channel, and select "start / stop recording" sub-menu
on the pop-up menu, then system start / stop video recording on the selected channel. There is
not only a message as which channel start / stop manual recording, and the lower right corner
of their screen display @M, as shown below:
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NVR System

NVR System

Note: In addition to start / stop recording a single channel, but also through the shortcut menu
bar of the "Normally open/ normally close" function to achieve one key to start / stop video
recording on all channels.

2.4.2 Timer recording

Description: Timing recording of the video channel

Progress:

1. Click on the shortcut menu "System Parameters" icon, or right-click menu "Parameter
Setting" function, you can open the system of parameter interface, which is shown as below:
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CH 1A|i35 iChﬂﬂ"ﬂ Status #  Channel Setting | Record Setting | AlarmIn | Alarm Out | Email Alert Setting | User Management | System

HD PC_1504
2 6.1 R: |C ted

02 192

[V Enable Previewing

|V Enable Pop-up

.

|V Enable EPTZ

[V Enable time checking

22 Default Apply to All

| P L . ] »

2.Click the tab of "Recording Setting" , then the system opens the "Recording Setting"
interface, which is shown below:

CH  Als ChannelSBatus  »  Channel Seang Aemin | Alarm Out| EmatAlert Setting | User Management | System

HO PC_1504 Connectod Fle Storape

e v o vt v r r = = r i3 r r
r r I= r I r r r 7 r r 1
VR ected Reserved Disk Space | 4002 2000~8000 (MS)  The Disk With Mere Thas 5G Space
Disk Space Mot Enough

(¢ Overwrte Previous Records

¢ Stop Recording and Reming user

[~ Enadle SchedwedRecordg [0 -] < [0 <] - [0 <] oo -]

2 Defaut Apply to Al

=

3.Click to select the checkbox of "Enable Schedule Recording” , and enter the time period

required to complete the video timing recording operation.

2.4.3 Local Playback

Description: The searched information of video is shown by the timeline and vivid colors. Use
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mouse to select the channel number required to playback, and it is started to playback. You

can also select the video file by dragging the timeline.

Progress:

1. Click on the shortcut menu "Playback” icon, the system opens the video playback interface,

which is shown below:

Spiit4 |

2400

ERRPRERRER s | 2 4 ‘e ut File
- o Play All w.loo ozloo u-loo ne:lw os:loo 1o.|w |z|oo 14.|m w:loo mlw zo.loo zzloo
rr i

Lidul

2.Click the required playback channel, and select in front of the channel. Or all channels can

also be selected to playback ,which is shown below:

L
®
.
| 9 %
’ =
"——
2 13:18 )
@ . ]
F L 3
- 4
o
213:16 e 213:16
K B
i
- R (2 -

Note: If there are many video files, the time point of video can also be played by dragging the

timeline.

2.4.3.1 Cut the File While Playback

Function Description: For cutting a period of video while replaying a video
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Operating Steps:
1. Click Playback Icon in the Quick Manual, you will see the Playback interface.

2. Press Cut File button, and there will be a File Cutting dialog box. Press Finish button

when you finish cutting the file, and the file will be saved in the PC:

File Cutting

_

éut Position

Cancel

2.4.3.2 Playback Control Panel

Function Description: For controlling video playback, icons are as follows:

[} Slmu\(ameaushw e e e 13:15:33-13:18:16 ¥ - X

v
[ savers | curie | @ L]

Button Function Button Function
Sellect
Simultaneously to Choose the layout of the screen,

support split 4, split 9 and split 16.

operate all channels at
the same time.

Hide the panel (Full
P ( LS A Video Speed
screen )
Open file folder | Play
Pause “ Backward
Forward Copy and save the video
Cut file Snapshot
Turn on audio Turn off audio

2.4.4 Remote Playback

Function Description : To playback videos on a remote device which has local storage

function.

Operating Steps :




1.  Press Remote Play button in the lower left corner when remote devices be connected.
Then the system will show all files which could be replayed, the interface will be as the

following:

2.168.16.143-DVR

2014062131847 | & € = @ #

© 0

2. Double click any recorded file in the lower left corner, the software will play the remote

video of the channel you choose. The interface will be as the following:

1201:37

2014062131930 | & € = @ #

© 0

Note: Right click the mouse on the video screen, you can also find Remote Play function.
2.5 Snapshot Management

CMS software is with a function of snapshot, and you can manage the snapshot files with
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the software.
2.5.1 Snapshot Function

Function Description: To snapshoot a screen shot of any connected video signal and save

the screen shot.

Operating Steps: Right click the monitoring screen, choose Snapshot in the context menu,
and you can snapshot in the current window. When the snapshot is saved, there will be a

prompt message to inform you that the snapshot be saved successfully.

B, 0580,

Note: Click Snapshot Icon in the quick functional areas, you can also save the snapshot to

your PC
2.5.2 Snapshot Management

Function Description: To search, open or delete snapshots.
Operating Steps:

1. Click More Function button EJ in the lower right corner of the interface, choose
Snapshot Viewer, then the system will show the snapshot management interface as the

following:
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Snapshot Management ﬂ

Date: Channel Channels - Ch... Snapshot Time | Path
[~ By Month l Select All | l Delete | |0pen lmagel

User Manual:
Click [Search] After Selecting Time And Channel
Double Click the File to View the Image.

« | >

2. You can search snapshot files by date, channel through the Search button. And the
required image files will be showed on the right side. Double click the image to view it on

the left. The interface would be as the following:

Snapshot Management l@
Date: 2014/ 612 Channel Channels v Ch... Snapshot Time | Path
01  2014-06-1213:1549 DMc
I eymontn | searcn | [ sectan | E [openimage| |14  2014-06-12131548 D

15 2014-068-1213:15:46  D:\Mc
FILOTRLSGHE  [16 2014-06-1213:1545 DAk
17 2014-06-1213:15:44 DA
12 2014-06-1213:15:42  D:\Mc
1" 2014-08-1213:15:41  D:Mc
01 201406-12131539  Dilc
08 2014-06-1213:15:38  D:\Mc
09 2014.06-1213:15:37  DAlc

0 2014-06-12 13:15:19

2014-05-12 1311512 : |« | »

2.6 Other functions

2.6.1 Image Control

Function Description: This function is to adjust the brightness, contrast and saturation of the

image.

Operating Steps: Click the Image Control button in the lower left corner of the interface, the
interface will show as the following, you can adjust image brightness, contrast and saturation

of the selected channel.
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i 0580

Z2014-06-12 13:25:23 ’:‘,\-‘
)

Image Control..
Brightness ¢

itrast

>aturation

2.6.2 PTZ Control

Function Description: To control PTZ device's Iris, Focus, Zoom and Assist functions.

Operating Steps: Right click PTC Control button in the lower left corner of the interface to
expand the PTZ panel, with which you can control PTZ device's Iris, Focus, Zoom and Assist

functions.

57



i, 0580

PTZ Control.

2.6.3 Tour of Screen

Function Description: To set the tour of screens
Operating Steps:

1. Click Layout button in Quick Manuel, select Tour to choose the Tour Screen (1 Screen

or 4 Screens) , you can also Customize Tour screen as the following:

Split4 .
Split6 Tour Customize

Split8
Split9

Split10 Tour Windows: a

Split13
Split 16 Tour Intervals: 10 1-60 (Second)

More Screen >
Tour of 1 Screen
| Tour of 4 Screen
Pop-up Screen

2.  Press OK to confirm the above setting.

Ok Cancel

Note: When you choose Tour of 1 screen or Tour of 4 screens, the default Tour Interval is 10
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seconds.
2.6.4 Set Pop-up Screen

Function Description: To make all video windows float on your PC separately.

Operating Steps: Click Layout in the Quick Manuel, click Pop-up Screen, and the main
interface will be minimized into the taskbar, while all videos will float on PC windows. Above all
channels the first 4 channels will show in front of other channels in a overlapped form. The

interface will be as the following.

Split 4
Split 6
Split 8
Split 9
Split 10
Split13
Split 16

More Screen 4

Tour 4

Pop-up Screen = &\ [d]

2.6.5 System logs and Information

Function Description: To check system logs, hard disk storage and other information.

Operating Steps:

1. Click More Function Icon EJ in the lower right corner of the interface, choose System
Logs to view system logs and system information. As the following picture, you can

search, view and print system logs.
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06/12/2014 System Info Print.. \I’

10:4423 CWIS Start =
10:44:31 User:admin Login E
10:44:31 User:admin hide system to tray :
10:44:33 Add Channel:S5879972's Channel 1

10:44:33 Add Channel:S64983534's Channel 1

10:44:33 Add Channel:A421158022's Channel 1

10:44:33 Add ChannelS26679110's Channel 1

10:44:33 Add Channel:A299878441's Channel 1

10:44:33 Add Channel:A426768588's Channel 1

10:44:33 Add Channel:A422269179's Channel 1

10:44:33 Add ChannelS36502574's Channel 1

10:44:33 Add ChannetB231802350's Channel 1

10:44:33 Add ChannetS31125213's Channel 1

10:44:33 Add Channel:A195058061's Channel 1

10:44:33 Add Channel:S41981816's Channel 1

10:44:33 Add Channel:A421814929's Channel 1

10:44:33 Add Channel:A173848550's Channel 1

10:44:33 Add Channel:S64984482's Channel 1

10:44:33 Add Channel:A421163368's Channel 1

10:44:33 Add Channel:S35038039's Channel 1

10:44:33 Add Channel:A421159861's Channel 1

10:44:33 Add Channel:A298073833's Channel 1

10:44:33 Add ChannetB231801447's Channel 1

10:44:33 Add Channel:A235863072's Channel 1

10:44:33 Add Channel:A228063835's Channel 1

10:44:33 Add Channel:A426766914's Channel 1

10:44:33 Add Channel:S42071846's Channel 1 i

2. Click System Logs to view system information such as memory occupation and hard disk

storage information.

Print.. Exit

06/12/2014

v 0
Memory Used:59%
Total Memory: 2096360 KB
Memory Available: 855200 KB
Virtual Memory: 2097024 KB
Disk

C Disk Space: 40962 MB, Not Used: 24272 MB, Used Ratio: 41%
D Disk Space: 145416 MB, Not Used:105554 MB, Used Ratio: 28%
E Disk Space: 145416 MB, Not Used: 101649 MB, Used Ratio: 31%
F Disk Space: 145141 MB, Not Used: 86967 MB, Used Ratio: 41%

Other
Processor Qty:2
Frequency:3.214GHz

2.6.6 Alert-Map

Function Description: This function is to load E-map and view the monitoring spot.
Operating Steps:

1. Click More Function Icon EX in the lower right corner of the interface, choose Alert Map

to open electronic map interface. The interface is as the following:
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Right click the mouse in the above interface, choose Load E-map. The system will open

folders to add the E-map document. Choose the map as the following press open to load
it:

-
Select

=8

@uvlj » Libraries » Documents »

C. S 1
~ [ 42 ][ search Documents o
Organize v New folder B 0 ®
¢ Favorites  Documents library Amangeby: Foidin.>
] Recent Places | Includes: 2locations %
1% Downloads i p:
P Desktop L ) l ‘ lh 3
% OneDrive J |
360jsFiles  Bluetooth ~ CAPCOM DBank  Downloads |=
23 Dropbox =
Exchange
it No preview
B Desktoj =
I P

available
5 Ubrres | B0 W )

& Homegroup

easyMulel. | E-Map Jovision  KMPlayer My
A Peter 0 Received

18 Computer Files
&, Local Disk (C:)

NOVO D)  ~ Il | I
Load E-Map s LENOVO (D) L ]

File name: E-map

bxit E-Map

Drag the camera spot to corresponding position in the map. When the camera spot be set,

you can easily view the camera spot in the E-map by double click the camera spot. The
inter face will be as the following:
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Note: Double click the mouse or press ESC button to exit the E-map interface.
2.6.7 Turn on/off Audio

Function description: This function is to turn on/off audio monitoring.

Operating Steps: Click the audio icon Eﬂ or m in the lower right corner of the interface to

turn on/off the audio monitoring function.

Note: You can also right clicking the mouse on a video screen, then click turn on/off audio.
2.6.8 Setup local Network of PC

Function Description: To set the network parameter with the CMS software.

Operating Steps: Click the Setup Local Network Icon Eﬂ in the lower right corner of the

interface to set network parameter. Press Ok to confirm and operate the setting.

NIC: ILucaIArea Connection L]

1 168 16 210

IP:

Netmask:

1 16 1

cc 255, 255,
255 255 285
02

DNS: 102 128

MAC:

|
|
Gateway: I
|
| 8C:89:A5:99:DC:C0

Ok Exit

2.6.9 Restore Configuration

Function Description: To restore all settings according default manufacture parameter.
Operating Steps:

1. Click More Function Icon = in the lower right corner of the interface, choose Restore

Configuration in the submenu, then the interface will be as the following.
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Restore Configuration

CMS Shall Be Restarted If Restoring Default Settings?

Yes No

2. Select Yes to restore configuration as default setting.
2.6.10 View System Version

Function Description: This function is to view system version number.

Operating Steps: Click More Function Icon EX in the lower right corner of the interface;

choose About System in the submenu to view System Version.

About System...

Welcome to use CMS(NVR)
Version: 2.0.0.22

Exit

<The End>
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